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MICHIGAN LAW REVISION COMMISSION

Thirty-Sixth Annual Report to the Legislature
for Calendar Year 2001

To the Members ofthe Michigan Legislature:

The Michigan Law Revision Commission hereby presents its thirty-sixth annual report
pursuant to section 403 of Act No. 268 ofthe Public Acts of 1986, MCL § 4.1403.

The Commission, created by section 401 of Act No. 268 ofthe Public Acts of 1986,
MCL § 4.1401, consists of two members ofthe Senate, with one from the majority and one from
the minority party, appointed by the Majority Leader ofthe Senate; two members of the House
of Representatives, with one from the majority and one from the minority party, appointed by the
Speaker of the House; the Director ofthe Legislative Service Bureau or his or her designee, who
serves as an ex-officio member; and four members appointed by the Legislative Council. The
terms of the members appointed by the Legislative Council are staggered. The Legislative
Council designates the Chairman of the Commission. The Vice Chairman is elected by the
Commission.

Membership

The legislative members of the Commission during 2001 were Senator Bill Bullard, Jr. of
Highland; Senator Gary Peters of Bloomfield Township; Representative James Koetje of
Grandville; and Representative Stephen Adamini of Marquette. As Legislative Council
Administrator, John G. Strand was the ex-officio member of the Commission. The appointed
members of the Commission were Richard McLellan, Anthony Derezinski, William Whitbeck,
and George Ward. Mr. McLellan served as Chairman. Mr. Derezinski served as Vice Chairman.
Professor Kevin Kennedy of Michigan State University-Detroit College of Law served as
Executive Secretary. Gary Gulliver served as the liaison between the Legislative Service Bureau
and the Commission. Briefbiographies ofthe 2001 Commission members and staff are located
at the end of this report.

The Commission's Work in 2001

The Commission is charged by statute with the following duties:
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1. To examine the common law and statutes of the state and current judicial
decisions for the purpose of discovering defects and anachronisms in the law and to recommend
needed reform.

2. To receive and consider proposed changes in law recommended by the American
Law Institute, the National Conference of Commissioners on Uniform State Laws, any bar
association, and other learned bodies. ,

3. To receive and consider suggestions from justices, judges, legislators and other
public officials, lawyers, and the public generally as to defects and anachronisms in the law.

4. To recommend such changes in the law as it deems necessary in order to modify
or eliminate antiquated and inequitable rules of law, and to bring the civil and criminal law of
this state into harmony with modern conditions.

5. To encourage the faculty and students of the law schools of this state to
participate in the work of the Commission.

6. To cooperate with the law revision commissions of other states and Canadian
provinces.

7. To issue an annual report.

The problems to which the Commission directs its studies are largely identified through
an examination by the Commission members and the Executive Secretary of the statutes and case
law of Michigan, the reports of learned bodies and commissions from other jurisdictions, and
legal literature. Other subjects are brought to the attention of the Commission by various
organizations and individuals, including members of the Legislature.

The Commission's efforts during the past year have been devoted primarily to three areas.
First, Commission members.provided information to legislative committees related to various
proposals previously recommended by the Commission. Second, the Commission examined
suggested legislation proposed by various groups involved in law revision activity. These
proposals included legislation advanced by the Council of State Governments, the National
Conference of Commissioners on Uniform State Laws, and the law revision commissions of
various jurisdictions within and without the United States. Finally, the Commission considered
various problems relating to special aspects of current Michigan law suggested by its own review
of Michigan decisions and the recommendations of others.

As in previous years, the Commission studied various proposals that did not lead to
legislative recommendations. In the case of certain uniform or model acts,.the Commission
sometimes found that the subjects treated had been considered by the Michigan Legislature in
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recent legislation and, therefore, did not recommend further action. In other instances, uniform or
model acts were not pursued because similar legislation was currently pending before the
Legislature upon the initiation of legislators having a special interest in the particular subject.

In 2001, the Commission held meetings on the Administrative Procedures Act of 1969.
The Commission's work and recommendation to the Legislature will be issued in 2002. The
Commission also studied the three topics listed below in 2001. The Commission recommends
immediate legislative action on the third topic.

The three topics are:

( 1) Health Care Information, Access and Privacy.

(2) Emergency Preparedness and Response Legislation in Michigan.

(3) Recent Court Opinions Suggesting Legislative Action.

Proposals for Legislative Consideration in 2002

In addition to.its new recommendations, the Commission recommends favorable
consideration of the following recommendations of past years upon which no final action was
taken in 2001:

(1) Revisions to the Michigan "Lemon Law", 1995 Annual Report, page 7.

(2) Consolidated Receivership Statute, 1988 Annual Report, page 72.

(3) Condemnation Provisions Inconsistent with the Uniform.Condemnation Procedures
Act, 1989 Annual Report„page 16.

(4) Amendment of Uniform Statutory Rule against Perpetuities, 1990 Annual Report,

page 141.

(5) Amendment of the Uniform Contribution among Tortfeasors Act, 1991 Annual
Report, page 19.

(6) International Commercial Arbitration, 1991 Annual Report, page 31.

(7) Tortfeasor Contribution under Michigan Compiled Laws §600.2925*5), 1992
Annual Report, page 21.
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(8) Amendments to Michigan's Estate Tax Apportionment Act, 1992 Annual Report,
page 29.

(9) '-' Amendments to Michigan's Anatomical Gift Act, 1993 Annual Report,
page 53.

(10) Ownership of a Motorcycle for Purposes of Receiving No-Fault Insurance Benefits,
1993 Annual Report, page 131.

(11) The Uniform Putative and Unknown Fathers Act and Revisions to Michigan Laws
Concerning Parental Rights ofUnwed Fathers, 1994 Annual Report, page 117.

(12) Amendments to the Freedom of Information Act to Cover E-Mail, 1997 Annual
Report, page 133.

(13) The Uniform Conflict of Laws-Limitations Act, 1997 Annual Report, page 151.

(14) Amendments to MCL § 791.255(2) to Create a Prison Mailbox Rule, 1997 Annual
Report, page 137.

(15) Uniform Unincorporated Nonprofit Association Act, 1997 Annual Report, page
144.

(16) 'Clarify whether MCL § 600.1621 invalidates pre-dispute, contractual venue
selection clauses, 1998 Annual Report, page 203.

(17) Amend the Government Tort Liability Act to cover court-appointed psychologists,
2000 Annual Report, page 84.

(18) Examine the guilty-but-mentally ill statute and the insanity statute, 2000 Annual
Report, page 85.

Current Study Agenda

Topics on the current study agenda of the Commission are:

(1) Declaratory Judgment in Libel Law/Uniform Correction or Clarification of
Defamation Act.

(2) Medical Practice Privileges in Hospitals (Procedures for Granting and Withdrawal).
(3) Health Care Consent for Minors.
(4) Health Care Information, Access, and Privacy.
(5) Uniform Statutory Power of Attorney.
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(6) , Uniform Custodial Trust Act.
(7) Legislation Concerning Teleconference Participation in Public Meetings.
(8) Michigan Legislation Concerning Native American Tribes.
(9) Revisions to Michigan's Administrative Procedures Act and to Procedures fo,r

Judicial Review of Agency Action.
(10) Intergovernmental Agreements under the Michigan Constitution, Art III, § 5.
(11) Electronic Transactions.
(12) Termination ofParental Rights of Biological Fathers.
(13) Government Ethics Legislation
(14) Publishing updates of Executive Branch Reorganizations. , ,

1:

,

The Commission continues to operate with its sole staffmember, the part-time Executive
Secretary, whose offices are at Michigan State University-Detroit College of Law, East Lansing,
Michigan 48824. The Executive Secretary of the Commission is Professor Kevin Kennedy, who
was responsible for the publication of this report. By using faculty members at the several
Michigan law schools as consultants and law students as researchers, the Commission has been
able to operate at a budget substantially lower than that of similar commissions in other
jurisdictions. At the end of this report, the Commission provides a list of more than 120
Michigan statutes passed since 1967 upon the recommendation of the Commission.

I f

The Legislative Service Bureau, through Mr. Gary Gulliver, its Director of Legal
Research, has generously assisted the Commission in the development of its legislative program.
The Director of the Legislative Service Bureau continues to handle the fiscal operations of the
Commission under procedures established by the Legislative Council.

The Commission continues to welcome suggestions for improvement of its program and
proposals.

Respectfully submitted,

Richard D. MeLellan, Chairman
Anthony Derezinski, Vice Chairman
William C. Whitbeck

George Ward
Senator Bill Bullard, Jr.
Senator Gary Peters

, q,j .. . % 1

Representative James Koetje
R t. 4

Representative Stephen Adamini
John G. Strand
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A STUDY REPORT TO THE MICHIGAN LAW REVISION COMMISSION

ON MEDICAL INFORMATION PRIVACY

The Michigan Law Revision Commission is currently studying the subject of
medical information privacy in the State of Michigan. In 2001 the Commission retained
the services of Professor Elizabeth Price Foley, Michigan State University-Detroit
College ofLaw, and Associate Professor Vence L. Bonham, Department ofMedicine,
College ofHuman Medicine, Michigan State University, to examine this subject and to
prepare a preliminary report for the Commission. Their report which follows focuses on
five issues:

(1) patients' access to their own medical records,

(2) third-party access (e.g., insurers, managed care organizations, employers,
pharmacies) to a patient's medical records,

(3) third-party use of information contained in a patient's medical records (e.g.,
researchers, peer review organizations, licensing boards),

(4) treatment of sensitive medical information with a high potential for
stigmatization or discrimination (e.g., information related to HIV, mental health,
substance abuse, sexually transmitted diseases, abortion, or genetic information), and

(5) the retention and disposal ofmedical records.

The Commission takes no position on any of these issues at this time nor does it
make any recommendations to the Legislature at this time. In 2002 Professors Foley and
Bonham will be submitting legislative proposals to the Commission for its review and
consideration. The Commission will report to the Legislature on these proposals in its
2002 annual report.
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Preliminary Report to

THE MICHIGAN LAW REVISION COMMISSION

on

MEDICAL INFORMATION PRIVACY

Elizabeth Price Foley, J.D., LL.M.
Professor of Law

Michigan State University, Detroit College of Law

and

Vence L. Bonham, Jr., J.D.

Associate Professor, Department of Medicine,
College of Human Medicine, Michigan State University
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I. Introduction

In the summer of 2000, the Michigan Law Revision Commission (MLRC) initiated a
comprehensive review of Michigan laws regarding medical information privacy and
commissioned a research project on the topic. This report presents the preliminary findings and
conclusions of that research. In its charge, the MLRC indicated that it is particularly interested in
knowing what Michigan's medical record privacy laws are, and how they compare with laws
enacted by the federal government, particularly the Health Insurance Portability and
Accountability Act C'HIPAA'D. This report addresses these and other related matters.

A. Background

An individual's medical information is contained in numerous forms, including paper
records and charts, electronic databases, and even oral information. It is also possessed by a
dizzying array ofproviders, health care institutions, and business entities, including physicians,
hospitals, nursing facilities, pharmacies, insurers, employers, governmental agencies, third party
administrators, and marketing firms. Given the broad array of personal medical information that
exists and its potentially wide dissemination--particularly in the age of computers--Americans
have begun to express concerns about protecting the privacy of such medical information. An
August 2000 survey conducted by Gallup for the Institute for Health Freedomi found that 78% of
those surveyed felt that it was "very important" that their medical records be kept confidential,2
Not surprisingly, then, a January 1999 survey conducted by Princeton Survey Research
Associates found that 1 in 7 Americans had done something out of the ordinary to keep personal
medical information confidential, including providing inaccurate information to, or withholding
information from, health care providers, doctor-hopping to avoid a consolidated medical record,
paying out-of-pocket for care that is covered by insurance, and even avoiding care altogether.3

(1) Enactment of HIPAA

In an attempt to address the public's concern, most states, including Michigan, have
enacted numerous scattered, uncoordinated laws providing varying degrees of access to, and

iThe survey was conducted by telephone with 1,000 adults between August 11 and August 26,
2000. The margin for error ofthe survey is plus or minus 3 percent. The full survey report may
be found at http:#forhealthfreedom.org/Gallupsurvev/.

2An additional 14% of those surveyed felt that it was "somewhat important" that medical records
be kept confidential, 5% thought it was "not too important," and 3% felt that it was "not at all
important."

sThe results of this poll, conducted for the California HealthCare Foundation, are reported on the
website of the Institute for Health Care Research and Policy, Georgetown University, at
http://www.healthprivacv.org/usr_doc/Polling%20Data%2Epdf.
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privacy protection for, medical information possessed by health care providers or institutions.
Because these state laws regarding medical information privacy were so varied and incomplete,
Congress, as part ofthe Health Insurance Portability and Accountability Act of 1996
C'HIPAA"),4 imposed upon itself a three-year deadline for developing federal health privacy
protections.5 Recognizing that congressional agreement on such health privacy protections may
not be politically feasible, HIPAA mandated that, if Congress could not reach agreement on
federal health privacy protections within the three-year time period, the task would be delegated
to the Secretary of the U.S. Department of Health and Human Services ("HHS").6 Perhaps not
surprisingly, Congress did not meet its self-imposed deadline for developing federal health
privacy protections. The task thus fell to HHS, which promulgated proposed rules on November
3,1999.7 Final regulations were promulgated in late December 2000.8

(2) HIPAA's Scope

(a) Who Is A "Covered Entity" Under HIPAA?

, It is important to note that the HIPAA privacy regulations are limited in scope; they do
not cover all persons or entities that have access to personal health information. More
specifically, the HIPAA privacy regulations only directly cover three types of entities:

(1) health plans (e.g., managed care organizations and traditional insurers);9

(2) health care "clearinghouses" 0.e., entities that process health claims

41?ub. L. No. 104-191, 110 Stat. 1936 (1996) (codified in various parts of 42 U.S.C.).

spub. L. No. 104-191, Title II, Subtitle F, § 264(c)(1), 110 Stat. 2033 (1996).

6Id.

764 Fed. Reg. 59,918 (Nov. 3,1999).

865 Fed. Reg. 82,801 (Dec. 28,2000).

9Id. at 82,799 (defining "health plan"). The definition of health plan is extremely broad,
including, inter alia, self-insured ERISA plans, HMOs, traditional insurers, Medicare, Medicaid,
Medigap policy issuers, issuers of long-term care insurance policies, employee welfare benefit
plans that offer health benefits, CHAMPUS, the Indian Health Service, and SCHIP plans. Id.
See also Health Insurance Portability and Accountability Act, Pub. L. No. 104-191, 110 Stat.
1936, at § 1171(5).
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information for providers and insurers);10 and

(3) health care providers" (e.g., physicians, hospitals, pharmacists) who transmit
any health information in electronic form. 12

It is only if a provider or entity falls within these three categories that the provider or entity is
considered a "covered entity" under HIPAA.13 Thus, while health plans and health care
clearinghouses are always covered entities (and hence, subject to the privacy regulations), health
care providers are covered entities only if they transmit health information in electronic form. 14
This is expected to cover most health providers, however, since most providers accept payments
from insurers or managed care plans, which, in turn, generally requires that the providers
transmit health information in electronic form (e.g., internet, e-mail, fax transmission, phone
transmission, etc.). Moreover, another provision of HIPAA, the Electronic Data Interchange

'B"Health care clearinghouse" is defined as a "public or private entity, including a billing service,
repricing company, community health management information system or community health
information system, and "value added" networks and switches, that does either of the following
functions:

(1) Processes or facilitates the processing of health information received from another
entity in a nonstandard format or containing nonstandard data content into standard data
elements or a standard transaction.

(2) receives a standard transaction from another entity and processes or facilitates the
processing ofhealth information into nonstandard format or nonstandard data content for
the receiving entity."

Id at 82,799. See also Health Insurance Portability and Accountability Act, Pub. L. No. 104-
191,110 Stat. 1936, at § 1171(2).

m'Health care provider" is defined to include "any [] person or organization who furnishes, bills,
or is pid for health care in the normal course ofbusiness." Id. See also Health Insurance
Portability and Accountability Act, Pub. L. No. 104-191, 110 Stat. 1936, at § 1171(3).

12Examples of the transmission of health information in electronic form include, inter alia: the
filing of health claims or equivalent encounter information, enrollment or disenrollment in a
health plan, determining eligibility for a health plan, health plan payment and remittance, and
referral certification and authorization. See Health Insurance Portability and Accountability Act,
Pub. L. No. 104-191,110 Stat. 1936, at § 1173(a)(2).

13See 65 Fed. Reg. 82,799 (defining "covered entity").

1465 Fed. Reg. 82,802 (Section 164.104).
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("EDI") standards, establishes and requires the use of a uniform standard for electronic data
interchange by covered entities15 and requires that, by October 16, 2003, all claims for
reimbursement by Medicare submitted by providers must be submitted electronically pursuant to
the uniform standard.16 With a few narrow exceptions, paper claims to Medicare will no longer
be accepted. 17

(b) "Business Associates" Under HIPAA

Covered entities are also required under HIPAA to impose contractual restrictions on the
use or disclosure of individually identifiable health information by so-called "Business
Associates. „18

Thus, if a covered entity hires another company or consultant and provides them
with access to protected health information, the covered entity's contract with the Business
Associate must establish the permitted and required disclosures of such information by the
Business Associate, 19 and provide that the Business Associate will not further use or disclose the
information other than permitted or required by the contract or as required by law, will use
appropriate safeguards to prevent use or disclosure not permitted by the contract, and report (to
the covered entity) any use or disclosure of the information not permitted by contract, of which it
becomes aware.20

It is important to note, however, that Business Associates are not directly subject to the
HIPAA privacy regulations. It is the covered entity, not the Business Associate, that is solely
liable for violations ofprivacy by the Business Associate (although, of course, the covered entity
may sue the Business Associate for breach of contract). A covered entity will be deemed "not in

15See generally 45 C.FR. § 162.100 et seq. See also 65 Fed. Reg. 50,312 (Aug. 17,2000).

16dministrative Simplification Compliance Act, Pub. L. No. 107-105, 115 Stat. 1003, at § 3.
This law was signed by President Bush on December 27,2001.

17d. The Administrative Simplification Compliance Act does state that the Secretary of HHS
"shall waive" the requirement for submission of claims in electronic format if: (1) there is no
method available for the submission of claims in an electronic format; or (2) the entity
submitting the claim is a small provider of services or supplier; and (3) may waive the
requirements in such unusual circumstances as the Secretary finds appropriate. Id See also id.
at § 3(a)(2) (defining "small provider").

189ee 65 Fed. Reg. 82,798, § 160.103 (defining "business associate").

19The contract may pennit the Business Associate: (1) to "use and disclose protected health
information for the proper management and administration ofthe business associate"; and (2) to
"provide data aggregation services relating to the health care operations of the covered entity."
Id at 82,808, § 164.504(e)(2)(i).

2OId. at § 164.504(e)(2)(ii).
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compliance" with the HIPAA privacy regulations due to breaches ofprivacy by a Business
Associate if the covered entity knew of a pattern of activity or practice of the Business Associate
that constituted a material breach or violation of the Business Associate's obligation under the
contract.2 1 However, a covered entity will escape liability for the Business Associate's practices
if the covered entity took "reasonable steps" to cure the breach or end the violation by the
Business Associate and, if such steps were unsuccessful, either (1) terminated the contract, if
feasible; or (2) iftermination is not feasible, reported the problem to the Secretary.22 Essentially,
therefore, covered entities are held responsible for privacy breaches by a Business Associate only
if the covered entity actually knew about the breach and did nothing to remedy it.

(3) HIPAA Enforcement

Any person who believes that a covered entity is not complying with the HIPAA privacy
regulations may file a complaint with the Secretary of HHS within 180 days of when the
individual knew or should have known that the violation occurred.23 The Secretary may, but is
not required to, investigate such complaints.24 Ifthe Secretary opts to investigate and determines
that non-compliance has occurred, the Secretary must notify the covered entity "and attempt to
resolve the matter by informal means whenever possible.

„25
If the Secretary determines that the

matter cannot be resolved informally, the Secretary may, but is not required to, issue written
findings (to both the covered entity and the complainant) documenting the non-compliance.26

Section 1176 of the HIPAA statute establishes a general penalty for failure to comply

with the requirements and standards of the Act. Specifically, the Secretary "shall" impose upon
any person who violates the Act a penalty ofnot more than $100 for each violation, up to a
maximum of $25,000 per calendar year for all violations of an identical requirement or
prohibition. Section 1177 ofthe Act specifically addresses "wrongful disclosure of individually
identifiable health information" and provides that a person who knowingly obtains or discloses
individually identifiable health information in a manner prohibited by the Act "shall" be
punished by a fine of not more than $50,000 and/or imprisonment for not more than one year. If
the violation is committed under false pretenses, the punishment escalates to a fine of not more
than $100,000 and/or imprisonment for not more than 5 years. If the violation is committed

2'Id. at 82,808, at § 164.504(e)(1)(ii).

22Id

23Id. at 82,801. The Secretary may waive the 180-day time limit for good cause. Id

24/d at 82,802.

25Id.

26Id.
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"with an intent to sell, transfer, or use individually identifiable health information for commercial
advantage, personal gain or malicious harm," the punishment again escalates to a fine of not
more than $250,000 and/or imprisonment ofnot more than 10 years.

Neither the HIPAA statute nor regulations permit a private right of action for violations
of the privacy provisions.

(4) HIPAA Preemption

While the final regulations have provided significant new federal protections for the
privacy of medical information, they are considered to be a minimum, or floor, of protection.
State laws contrary to and less protective than HIPAA's protections are preempted; state laws
that are "more stringent" than the HIPAA protections are not preempted,27 even if they are
contrary to HIPAA.28 Three categories of state laws are explicitly not preempted by HIPAA

27ee Health Insurance Portability and Accountability Act, Pub. L. No. 104-191, Title II, Subtitle
F, § 264(c)(2), 110 Stat. 2033 (1996) C'A [health privacy] regulation promulgated [by HHS] shall
not supercede a contrary provision of State Iaw, if the provision of State law imposes
requirements, standards, or implementation specifications that are more stringent than the
requirements, standards, or implementation specifications imposed by the regulation.'3.

28ee id at 82,801. The final regulation defines a "more stringent" state law as one which meets
one or more of the following criteria:

(1) With respect to a use or disclosure, the law prohibits or restricts a use or disclosure in
circumstances under which such use or disclosure otherwise would be permitted under
this subchapter, except ifthe disclosure is:

(i) Required by the Secretary in connection with determining whether a covered
entity is in compliance with this subchapter; or

(ii) To the individual who is the subject of the individually identifiable health
information.

(2) With respect to the rights of an individual who is the subject ofthe individually
identifiable health information of access to or amendment of individually identifiable
health information, permits greater rights of access or amendment, as applicable;
provided that, nothing in this subchapter may be construed to preempt any State law to
the extent that it authorizes or prohibits disclosure of protected health information about a
minor to a parent, guardian, or person acting in locoparentis of such minor.

(3) With respect to information to be provided to an individual who is the subject of the
individually identifiable health information about a use, a disclosure, rights, and
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, (even if they are less stringent that the protections afforded under HIPAA): (1) state laws that
authorize or prohibit disclosure of protected health information about minors to parents,
guardians, or persons acting in loco parentis (i.e., parental notification laws);29 (2) state laws that
provide for the reporting of disease or injury, child abuse, birth, or death, or for the conduct of
public health investigations;30 and (3) state laws that require health plans to report or grant access
to information for the purpose of audits, evaluation, or licensure, or certification of facilities or
individuals.31

A state (acting through its chief elected official or his/her designee) or others may request,
in writing, that the Secretary except a state law from preemption.32 The Secretary may except a
state law from preemption if the Secretary finds one of the following: (1) that the state law is
necessary to prevent health care fraud and abuse; (2) that the state law is necessary to ensure
appropriate State regulation of insurance and health plans; 0) that the state law is necessary for
state reporting on health care delivery or costs; (4) that the state law is necessary to serve a
compelling need related to public health, safety, or welfare (and, if a privacy standard is at issue,
the Secretary must determine that the intrusion into privacy is warranted when balanced against
the need to be served); or (5) that the state law has as its principal purpose the regulation of the
manufacture, registration, distribution, dispensing, or other control of any controlled

remedies, provides the greater amount of information.

(4) With respect to the form or substance of an authorization or consent for use or
disclosure of individually identifiable health information, provides requirements that
narrow the scope or duration, increase the privacy protections afforded (such as by
expanding the criteria for), or reduce the coercive effect of the circumstances surrounding
the authorization or consent, as applicable.

(5) With respect to recordkeeping or requirements relating to accounting of disclosures,

provides for the retention or reporting of more detailed information or for a longer
duration.

(6) With respect to any other matter, provides greater privacy protection for the individual
who is the subject of the individually identifiable health information.

Id. at 82,800-01.

29Id at 82,800. ,

30Id. at 82,801.

31Id.

32Id.
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substances.33

Given the general lack of understanding and awareness of state law regarding medical
information privacy and the broad allowance under HIPAA for the continued operation of state
law, the MLRC asked the authors of this report to survey both Michigan and federal law to
determine the contours of the privacy of medical information. Specifically, the authors were
asked to focus on 5 issues:

(1) patients' access to their own medical records;

(2) third parties' access to a patient's medical records (e.g., insurers, managed care
organizations, employers, pharmacies);

(3) third party use of information in a patient's medical records (e.g., researchers, peer
review organizations, licensing boards);

(4) treatment of sensitive medical information with a high potential for stigmatizing or
discriminatory impact, such as information related to HIV, mental health/substance
abuse, sexually transmitted diseases, abortion, or genetic information; and

(5) the retention and disposal of medical records.

Each ofthese areas will be addressed separately within this preliminary report.

B. Limitations of This Report

It should be noted that, while this report provides a comprehensive overview ofthe major
laws relating to medical information privacy, it is not intended to be an exhaustive document.
The final regulations implementing the privacy components of HIPAA, for example, were issued
in late December 2000 and total over 360 pages in the Federal Register. The final regulations
took effect April 14,2001, although covered entities have until April 14, 2003 to actually comply
with the rules.9 Because of the volume and complexity of the final rule, its relatively recent
effective date, and the fact that most health care organizations are not expected to be in
compliance with the rules for many months, it will undoubtedly take years for the full meaning
and effect of the regulations to be well-understood. Likewise, except for the HIPAA regulations,
our survey of state and federal law generally has been limited to a review of selected statutory
law (as opposed to common law or implementing regulations), due to the sheer number, variety
and complexity ofrelevant materials. Moreover, given that our task was to provide an overview

33Id.

The date of compliance is extended by one year--to April 14,2004--for small health plans.
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of state and federal laws relating to medical information privacy, we have not attempted to obtain
or discuss privacy standards developed or required by private accrediting organizations (e.g.,
JCAHO).

II. Patients' Access to Their Own Medical Records

A. Michigan Law

Michigan law currently states that all licensed health facilities and agencies that provide
services directly to patients "shall adopt" a policy describing the rights and responsibilities of
admitted patients. 10 Included in the list of statutorily specified minimum patients' rights is the
right to inspect and copy his/her medical record upon request.1 1 The law explicitly states that the
enumerated patients' rights and responsibilities "are guidelines" and that no individual shall be
criminally or civilly liable for failure to comply therewith. 12 Although no private right of action
by an aggrieved patient is permitted, the Michigan Department of Public Health may seek
administrative remedies, including license suspension/revocation or fines, against a licensed
facility that denies patients' rights. 13

Because this law only applies to licensed health facilities and agencies (i.e., licensed
institutions), it does not give patients a right to access medical records maintained outside the
licensed institutional setting (e.g., a physician's office). Thus, patients in Michigan do not have a
statutory right to access general medical records maintained by physicians' offices or other non-
institutional offices.

There is, however, more specific protection under Michigan law for patients receiving

mental health services. The statutes provide such patients the right to access their mental health
records, provided the patient has not been adjudicated legally incompetent and does not have a

IMICH. COMP. LAWS § 333.20201(1) (2001).

11Id at § 20201(2)(b). Covered facilities include ambulance operations, clinical laboratories,
county medical care facilities, freestanding surgical outpatient facilities, health maintenance

organizations, homes for the aged, hospitals, nursing homes, and hospices. See id at §
333.20106(1)(a)-00 (defining "health facility or agency").

12Id. at § 333.20203(1). The statute goes on to say that the enumeration ofpatients' rights and
responsibilities "shall not be construed to expand or diminish other remedies at law available to a
patient or resident under this code or the statutory and common law of this state." Id at §

333.20203(2).

13Id at § 333.20165(1)(f).
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legal guardian.14 The entity or person who maintains a mental health record is required to
provide the patient with a copy of the record "as expeditiously as possible" but in no event later
than the earlier of 30 days of receiving the patient's request or, if the patient is receiving
treatment from the holder ofthe record, before the patient is released from treatment. 15 Access
may be denied to the patient if, in the written judgment ofthe record holder, disclosure to the
patient would be "detrimental to the [patient] or to others. „16

Upon receipt of their mental health

services record, a patient may challenge the accuracy, completeness, timeliness or relevance of
the factual information contained in the record.17 The patient may insert a statement into the
record that corrects or amends the information therein. 18

B. Federal Law

(1) The Privacy Act of 1974

Under the Privacy Act of 1974,19 individuals have a right to examine, copy and amend
records about them maintained by federal agencies20 and contractors thereof,2' including medical
records maintained by federal agencies such as the Center for Medicare and Medicaid Services
("CMS").22 When a federal agency collects information from an individual, the Act requires that
the agency notify the individual of the fact of collection, the authority under which the
information is being collected, the principal purpose for the infonnation, routine uses that may be

'trd. at § 330.1748(4).

15Id. at § 330.1748(4).

1*l. at § 330.1748(6).

17d. at § 330.1749.

18d

195 U.S.C. § 552a.

20Id. at § 552*d). Numerous agencies are exempted from Privacy Act requirements, including
the Central Intelligence Agency and agencies "which perform[] as its principal function any
activity pertaining to the enforcement of criminal laws." See id at § 552a0).

21See id at § 552a(m).

22CMS is the new name for the former Health Care Financing Administration ("HCFA"), the
federal agency charged with administering the Medicare and Medicaid programs. CMS and its
contractors collect personally identifiable information on Medicare patients, inter alia, to pay
claims, determine benefits eligibility, make payment to managed care plans, monitor fraud and
abuse, administer the secondary payer program, and conduct research and demonstration projects.
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made of the information, whether the individual is required to supply the information, and any
effects of not so providing.23

A federal agency that refuses to comply with an individual's request to examine or copy
his/her own records is subject to a civil suit by the individual.24 The statute states that the
remedies for this situation are limited to the issuance of an injunction and order of production
against the withholding agency25 and assessment of reasonable attorney fees and other litigation
costs incurred.26

(2) Nursing Home Residents' Right of Access

As part of OBRA '87, Congress enacted a comprehensive set of rights for the residents of
nursing homes.27 The statute requires that nursing facilities receiving Medicaid reimbursement
(as most nursing homes do) must maintain clinical records on all patients28 and states that
residents have the right to both "confidentiality of personal and clinical records" but also "to
access to current clinical records of the resident upon request. 5,29 , Once a request for access to the
patient's clinical record has been made (by either the resident or the resident's legal
representative), the nursing facility must provide such access within 24 hours (excluding
weekends or holidays).30

(3) Medicare + Choice Enrollees' Right of Access

Medicare beneficiaries enrolled in Medicare + Choice plans (i.e., managed care or fee-
for-service plans) have a statutory right to "timely access" to medical records or other
information about them maintained by the plan.31 Unfortunately, the statute does not specify

235 U.S.C. § 552a(e)(3).

24d. at § 552*g)(1)(B).

25Id. at § 552*g)(3)(A).

26Id at § 552*g)(3)(B).

27ee 42 U.S.C. § 1396r. See also id at § 1396r(a) (defining "nursing facility").

28d. at § 1396r(b)(6)(C).

29Id at § 1396«c)(1)(A)(iv).

30Id.

3142 U.S.C. § 1395w-22(h)(3).
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